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16 CFR Ch. I (1–1–10 Edition) Pt. 603 

PART 603—DEFINITIONS 

AUTHORITY: Pub. L. 108–159, sec. 111; 15 
U.S.C. 1681a. 

§ 603.1 Terms defined in the Fair Cred-
it Reporting Act. 

Any term used in any part in this 
subchapter, if defined in the Fair Cred-
it Reporting Act (FCRA) and not other-
wise defined in that rule, has the same 
meaning provided by the FCRA. 

[69 FR 29063, May 20, 2004] 

EDITORIAL NOTE: At 69 FR 63933, November 
3, 2004, part 603 was added to title 16. How-
ever, part 603 already existed, therefore this 
amendment could not be incorporated. For 
the convenience of the user, the added text is 
set forth as follows: 

PART 603—DEFINITIONS 
Sec. 
603.1 [Reserved] 
603.2 Identity theft. 
603.3 Identity theft report. 

AUTHORITY: Pub. L. 108–159, sec 111; 15 
U.S.C. 1681a. 

§ 603.1 [Reserved] 

§ 603.2 Identity theft. 
(a) The term ‘‘identity theft’’ means a 

fraud committed or attempted using the 
identifying information of another person 
without authority. 

(b) The term ‘‘identifying information’’ 
means any name or number that may be 
used, alone or in conjunction with any other 
information, to identify a specific person, in-
cluding any— 

(1) Name, social security number, date of 
birth, official State or government issued 
driver’s license or identification number, 
alien registration number, government pass-
port number, employer or taxpayer identi-
fication number; 

(2) Unique biometric data, such as finger-
print, voice print, retina or iris image, or 
other unique physical representation; 

(3) Unique electronic identification num-
ber, address, or routing code; or 

(4) Telecommunication identifying infor-
mation or access device (as defined in 18 
U.S.C. 1029(e)). 

§ 603.3 Identity theft report. 
(a) The term ‘‘identity theft report’’ means 

a report— 
(1) That alleges identity theft with as 

much specificity as the consumer can pro-
vide; 

(2) That is a copy of an official, valid re-
port filed by the consumer with a Federal, 

State, or local law enforcement agency, in-
cluding the United States Postal Inspection 
Service, the filing of which subjects the per-
son filing the report to criminal penalties re-
lating to the filing of false information, if, in 
fact, the information in the report is false; 
and 

(3) That may include additional informa-
tion or documentation that an information 
furnisher or consumer reporting agency rea-
sonably requests for the purpose of deter-
mining the validity of the alleged identity 
theft, provided that the information fur-
nisher or consumer reporting agency: 

(i) Makes such request not later than fif-
teen days after the date of receipt of the 
copy of the report form identified in para-
graph (a)(2) of this section or the request by 
the consumer for the particular service, 
whichever shall be the later; 

(ii) Makes any supplemental requests for 
information or documentation and final de-
termination on the acceptance of the iden-
tity theft report within another fifteen days 
after its initial request for information or 
documentation; and 

(iii) Shall have five days to make a final 
determination on the acceptance of the iden-
tity theft report, in the event that the con-
sumer reporting agency or information fur-
nisher receives any such additional informa-
tion or documentation on the eleventh day 
or later within the fifteen day period set 
forth in paragraph (a)(3)(ii) of this section. 

(b) Examples of the specificity referenced 
in paragraph (a)(1) of this section are pro-
vided for illustrative purposes only, as fol-
lows: 

(1) Specific dates relating to the identity 
theft such as when the loss or theft of per-
sonal information occurred or when the 
fraud(s) using the personal information oc-
curred, and how the consumer discovered or 
otherwise learned of the theft. 

(2) Identification information or any other 
information about the perpetrator, if known. 

(3) Name(s) of information furnisher(s), ac-
count numbers, or other relevant account in-
formation related to the identity theft. 

(4) Any other information known to the 
consumer about the identity theft. 

(c) Examples of when it would or would not 
be reasonable to request additional informa-
tion or documentation referenced in para-
graph (a)(3) of this section are provided for 
illustrative purposes only, as follows: 

(1) A law enforcement report containing 
detailed information about the identity theft 
and the signature, badge number or other 
identification information of the individual 
law enforcement official taking the report 
should be sufficient on its face to support a 
victim’s request. In this case, without an 
identifiable concern, such as an indication 
that the report was fraudulent, it would not 
be reasonable for an information furnisher or 
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consumer reporting agency to request addi-
tional information or documentation. 

(2) A consumer might provide a law en-
forcement report similar to the report in 
paragraph (c)(1) of this section but certain 
important information such as the con-
sumer’s date of birth or Social Security 
number may be missing because the con-
sumer chose not to provide it. The informa-
tion furnisher or consumer reporting agency 
could accept this report, but it would be rea-
sonable to require that the consumer provide 
the missing information. 

(3) A consumer might provide a law en-
forcement report generated by an automated 
system with a simple allegation that an 
identity theft occurred to support a request 
for a tradeline block or cessation of informa-
tion furnishing. In such a case, it would be 
reasonable for an information furnisher or 
consumer reporting agency to ask that the 
consumer fill out and have notarized the 
Commission’s ID Theft Affidavit or a similar 
form and provide some form of identification 
documentation. 

(4) A consumer might provide a law en-
forcement report generated by an automated 
system with a simple allegation that an 
identity theft occurred to support a request 
for an extended fraud alert. In this case, it 
would not be reasonable for a consumer re-
porting agency to require additional docu-
mentation or information, such as a nota-
rized affidavit. 

PART 604—FAIR CREDIT REPORTING 
ACT RULES 

AUTHORITY: Pub. L. 108–159, secs. 3, 111, 112, 
114, 151, 153, 211, 212, 213, 214, 216, 311, 315; 15 
U.S.C. 1681s. 

§ 604.1 Severability. 

All parts and subparts of this sub-
chapter are separate and severable 
from one another. If any part or sub-
part is stayed or determined to be in-
valid, the Commission intends that the 
remaining parts and subparts shall 
continue in effect. 

[69 FR 29063, May 20, 2004] 

PART 610—FREE ANNUAL FILE 
DISCLOSURES 

Sec. 
610.1 Definitions and rule of construction. 
610.2 Centralized source for requesting an-

nual file disclosures from nationwide 
consumer reporting agencies. 

610.3 Streamlined process for requesting an-
nual file disclosures from nationwide 
specialty consumer reporting agencies. 

AUTHORITY: Pub. L. 108–159, sections 211 (a) 
and (d). 

SOURCE: 69 FR 35496, June 24, 2004, unless 
otherwise noted. 

§ 610.1 Definitions and rule of con-
struction. 

(a) The definitions and rule of con-
struction set forth in this section apply 
throughout this part. 

(b) Definitions. (1) Annual file disclo-
sure means a file disclosure that is pro-
vided to a consumer, upon consumer 
request and without charge, once in 
any 12-month period, in compliance 
with section 612(a) of the Fair Credit 
Reporting Act, 15 U.S.C. 1681j(a). 

(2) Associated consumer reporting agen-
cy means a consumer reporting agency 
that owns or maintains consumer files 
housed within systems operated by one 
or more nationwide consumer report-
ing agencies. 

(3) Consumer means an individual. 
(4) Consumer report has the meaning 

provided in section 603(d) of the Fair 
Credit Reporting Act, 15 U.S.C. 
1681a(d). 

(5) Consumer reporting agency has the 
meaning provided in section 603(f) of 
the Fair Credit Reporting Act, 15 
U.S.C. 1681a(f). 

(6) Extraordinary request volume, ex-
cept as provided in sections 610.2(i) and 
610.3(g) of this part, occurs when the 
number of consumers requesting or at-
tempting to request file disclosures 
during any 24-hour period is more than 
175% of the rolling 90-day daily average 
of consumers requesting or attempting 
to request file disclosures. For exam-
ple, if over the previous 90 days an av-
erage of 100 consumers per day re-
quested or attempted to request file 
disclosures, then extraordinary request 
volume would be any volume greater 
than 175% of 100, i.e., 176 or more re-
quests in a single 24-hour period. 

(7) File disclosure means a disclosure 
by a consumer reporting agency pursu-
ant to section 609 of the Fair Credit Re-
porting Act, 15 U.S.C. 1681g. 

(8) High request volume, except as pro-
vided in sections 610.2(i) and 610.3(g) of 
this part, occurs when the number of 
consumers requesting or attempting to 
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